**漏洞上报模板**

**感谢您将发现的烽火产品中的疑似漏洞通报给我们，为了方便漏洞的验证及后续处理，请您按照下面模板填写信息。**

|  |  |
| --- | --- |
| **1.上报人信息** | |
| **姓名（可选）** | **联系方式（必填）** |
|  | 方便后续跟您沟通交流 |
| **2.漏洞信息** | |
| **受影响的产品及其版本**  此信息可以帮助我们快速定位受影响的产品，请提供具体的烽火产品名称或者软件的具体版本信息。 | |
|  | |
| **漏洞的类型**  可选择使用CWE等分类方法 | |
|  | |
| **漏洞的等级和影响**  1.烽火使用安全严重等级（SSR：Security Severity Rating）作为分级方法，SSR基于漏洞严重等级评估综合得分进行等级分类，将漏洞分为严重（Critical）、高（High）、中（Medium）、低（Low）以及信息类（Informational）共五个级别；2.该漏洞被攻击者成功利用可能带来的影响 | |
|  | |
| **漏洞技术细节**  请提供该漏洞的技术细节，内容如下：1.详细描述漏洞技术细节；2.**漏洞复现详细步骤**（该内容可以帮助我们复现漏洞,请务必提供）；3.如果您可以提供POC，请作为其他附件一并发送给我们。 | |
|  | |
| **修复及缓解措施建议**  此内容可以为我们修复漏洞提供方法，包括详细修复方法，方案，业界最佳实践以及临时缓解措施。 | |
|  | |
| **3.漏洞披露** | |
| **您是否有计划待该漏洞修复后进行公开讨论？**  请您选择对应的选项，请您在烽火未披露该漏洞信息之前，对漏洞信息进行保密，不要透露给除您之外的第三方。 | |
| 是  否 | |
| **4.其它信息**  您认为必要的不在上面信息中涵盖的任何信息 | |
|  | |